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Cyber threats
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Key questions

1. How do we decide which risks are
the most critical and how to mitigate
them?

Preventive, detective and responsive.

2. How do we evaluate which security
measures we should implement?

3. How to combine systems,
attackers and possible controls in
making good security decisions?

4. Can there be "evidence-based
security" as there is evidence-based
medicine?
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